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PRODUCT OVERVIEW
THIS EXPLOSION-PROOF MINI IP CAMERA IS
BUILT FOR EXTREME ENVIRONMENTS WHERE

RELIABILITY AND SAFETY ARE CRITICAL.
HOUSED IN 316L OR 304 STAINLESS STEEL,

IT'S DESIGNED FOR CORROSION
RESISTANCE, RUGGED DURABILITY, AND

HIGH-QUALITY VIDEO STREAMING OVER IP
NETWORKS.

KEY FEATURES
HOUSING: 316L OR 304 STAINLESS STEEL (MODEL-DEPENDENT)
INGRESS PROTECTION: IP67-RATED
VIDEO OUTPUT: IP (ONVIF COMPLIANT), DUAL-STREAM SUPPORT
POWER: POE (IEEE 802.3AF) OR OPTIONAL 12V DC

12V DC WIRING: BROWN = POSITIVE (+), BLUE = NEGATIVE (–)
DEFAULT ACCESS:

IP ADDRESS: SEE LABEL ON CAMERA
USERNAME: ADMIN
PASSWORD: SEE LABEL ON CAMERA

NETWORK PROTOCOLS: ONVIF, RTSP, HTTP, TCP/IP

WHAT'S INCLUDED
EXPLOSION-PROOF MINI IP CAMERA
STAINLESS STEEL MOUNTING BRACKET
MOUNTING HARDWARE
COAXSEAL (FOR WEATHER-SEALING CONNECTIONS)
QUICK REFERENCE LABEL WITH IP ADDRESS AND CREDENTIALS

INSTALLATION GUIDE
1. PHYSICAL MOUNTING

MOUNT SECURELY USING THE STAINLESS BRACKET AND INCLUDED
SCREWS.
CHOOSE A SOLID SURFACE AWAY FROM VIBRATION OR ELECTRICAL
INTERFERENCE.
ALLOW SPACE FOR CABLE ROUTING AND ADJUSTMENT.

2. POWER & NETWORK CONNECTION
PLUG IN AN ETHERNET CABLE TO A POE-ENABLED SWITCH, INJECTOR,
OR NVR PORT.
IF NOT USING POE, CONNECT 12V DC POWER:

BROWN = +12V
BLUE = GROUND

USE COAXSEAL AROUND RJ45 CONNECTORS OR ENCLOSURES TO ENSURE
MOISTURE RESISTANCE IF INSTALLED OUTDOORS OR IN WET
ENVIRONMENTS.
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NETWORK SETUP
1. LOCATING THE CAMERA

IF THE CAMERA IS NEW, THE DEFAULT IP ADDRESS,
USERNAME, AND PASSWORD ARE PRINTED ON THE
LABEL ATTACHED TO THE CAMERA.
IN MOST CASES, YOU CAN SIMPLY TYPE THE LISTED IP
ADDRESS INTO A BROWSER TO ACCESS THE CAMERA
DIRECTLY.
IF YOU'VE CHANGED THE IP OR ARE UNSURE OF ITS
ADDRESS, YOU CAN USE THE IP MANAGER TOOL TO
REDISCOVER IT ON YOUR NETWORK. THIS UTILITY IS
AVAILABLE FOR DOWNLOAD FROM THE TECH
SUPPORT SECTION OF OUR WEBSITE: DOWNLOAD IP
MANAGER

2. ACCESSING THE CAMERA
ENTER THE CAMERA’S IP IN A BROWSER (PREFERABLY INTERNET EXPLORER OR
EDGE IN IE MODE FOR LEGACY COMPATIBILITY).
LOG IN WITH CREDENTIALS FOUND ON THE CAMERA LABEL.
CHANGE:

IP ADDRESS (TO MATCH YOUR NETWORK)
PASSWORD (FOR SECURITY)

CONNECTING TO A NETWORK VIDEO RECORDER
FOR ENVIROCAMS NVR:
1.LOG INTO THE NVR LOCAL INTERFACE OR WEB GUI.
2.GO TO CAMERA > ADD CAMERA.
3.SELECT MANUAL ADD.
4.ENTER THE IP ADDRESS OF THE CAMERA.
5.PROTOCOL: ONVIF
6.PORT: DEFAULT ONVIF PORT (USUALLY 8000 OR 8899)
7.ENTER LOGIN INFO AND CLICK ADD.
8.WAIT FOR THE STATUS TO SHOW CONNECTED OR ONLINE.

FOR OTHER ONVIF-COMPATIBLE NVRS:
FOLLOW A SIMILAR PROCEDURE USING THE ONVIF PROTOCOL.
USE THE CORRECT PORT AND ADMIN CREDENTIALS.
IF THE NVR SUPPORTS AUTO-DISCOVERY, THE CAMERA MAY APPEAR IN THE
DEVICE LIST.

RTSP STREAM ACCESS
YOU CAN ACCESS THE RTSP STREAM DIRECTLY USING COMPATIBLE SOFTWARE
(VLC, BLUE IRIS, ETC.) OR INTEGRATE IT INTO AN NVR OR VMS.
RTSP FORMAT:
RTSP://ADMIN:[PASSWORD]@[CAMERA_IP]:554/STREAM1
EXAMPLE:
RTSP://ADMIN:123456@192.168.0.185:554/STREAM1

STREAM1 = MAIN STREAM (USUALLY FULL RESOLUTION)
STREAM2 = SUB-STREAM (LOWER RESOLUTION)

https://www.rugged-cctv.com/wp-content/uploads/2018/12/IP-Manager.zip
https://www.rugged-cctv.com/wp-content/uploads/2018/12/IP-Manager.zip
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BEST PRACTICES
USE COAXSEAL ON ALL OUTDOOR NETWORK
CONNECTIONS.
REGULARLY INSPECT FOR CORROSION OR
PHYSICAL DAMAGE IN HIGH-RISK ZONES.
UPDATE FIRMWARE ONLY WHEN NECESSARY AND
USING TRUSTED FILES/TOOLS.


